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Thakaa Camp: Cybersecurity Fundamentals 

for SME Owners and Entrepreneurs



About the Camp

To learn about local and global cybersecurity strategies and policies, as well as the organizational 

structure of cybersecurity.

Agenda
• Cybersecurity strategy 

• Local and global cybersecurity policies and standards 

• Cybersecurity penetration methodologies and protection methods

• A technical overview of some branches and tools of cybersecurity 

from a business perspective

• Organizational structure and job titles for cybersecurity

• Efficient and effective implementation methodologies for 

cybersecurity projects 

• Essential documents that need to be developed and automated by 

cybersecurity professionals 

• Practical cases and lessons learned from cybersecurity breaches for 

organizations 

• Professional certifications for entrepreneurs and business owners 

• Educational resources for further learning in the field after the 

camp



Collaborating Entities

Dalal Nasir Al-Harthi

A Ph.D. holder in Computer Science from the University of California, Irvine, 

currently serves as a faculty member at the University of Arizona. With practical 

experience spanning the cybersecurity sector in both business and academia, Dalal

has collaborated with numerous organizations in Saudi Arabia and the United 

States. Formerly holding the position of a Cloud Security Engineer, she contributed 

to renowned American companies such as Farmers Insurance, Palo Alto Networks, 

and Dell. Her current role is Assistant Professor at the University of Arizona.



Objective of the Camp

This camp aims to shed light on local and global cybersecurity strategies and policies, as well 

as focusing on the technical aspect to provide attendees with a comprehensive 

understanding. It serves as a starting point to increase awareness among participants in the 

field of cybersecurity, highlighting professional certifications and educational resources 

available to them. The camp will also address the organizational structure of cybersecurity 

and the essential documents that need to be developed and automated. Furthermore, it will 

review practical cases and discuss the lessons learned from them.



Target Groups

Entrepreneurs and SME owners.



Participants

No. of 

Attendees

170
No. of 

Registrations

474 Satisfaction Rate

95%
The survey was completed 

by 145 attendees.



Impact of the Camp

• Increased awareness in the field of cybersecurity and explore professional 

certifications and educational resources available in the field. 

• Understanding of the organizational structure of cybersecurity. 

• Learn about the documents that need to be developed and automated, 

and reviewing practical cases and discussing the valuable lessons learned 

from them.



Thank you
May you have a promising future filled with 

constant innovation. 


